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User Guide 

 

 
What is changing?  
 
Bolder has upgraded its BGX portal by implementing two-step authentication, which improves the 
platform's security measures. This enhancement will provide additional security for users, though it 
does require an extra authentication step during the login process. 
 

What options do you have?  
 
Option 1: Sign up for a BGX account with an external provider such as Microsoft or Google. 
 
Option-2: You can use your email addresses and password to create an account.  
 
 
For both options, you need to select your preferred two-step verification method from Email two-
step verification, SMS authentication, or using an Authenticator app both during registration and 
each time you log in. 
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Do you need to create a Bolder account?  

 
If you have not created a Bolder account since November 6, 2023, please follow these steps:  
 
Step-1: Go to http://www.boldergroup.com/technology and select the reason for the filing (such as 
Annual Financial Return, Economic Substance etc.), and then select the required option for the filing 
method. 
 

 
   
 
 
Step-2: Choose your 2-step verification method.  
 
Continue to work through the required flow, at which point you will be asked to choose to receive a 
verification code via email, SMS, or using the Authenticator application.  
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Click on the method you prefer to continue.  

 

Option 1: Create your BGX account using your external 
identity provider like Google or Microsoft     

 
Step-1: Choose which external identity provider you want to use, for example Google or Microsoft. 
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Step-2: Fill in the credentials (e-mail and password) of your Microsoft/Google account. 
 
NOTE: You can be signed into your browser with your Microsoft/Google account. Please choose the 
correct e-mail address you want to use! If you have two-factor authentication enabled on your 
account, you will need to use this.  

pa  
 

Step-3: After signing in with your Microsoft or Google account you need to send a verification code 
to your e-mail to verify your e-mail address. Click on send verification code. The verification code will 
be sent to your inbox. Input the verification code and click verify code.  
 
You will now be able to input a display name if the field is empty, at which point click ‘Continue’. 
 

 
 

 
Step-4: Based on the chosen 2-step verification method under step 2, you will now need to go 
through the relevant verification.  
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Option-1: Authenticator Application 
Option-2: SMS Authentication 
Option-3: Email 2-Step Authentication 
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Option 2: Use your e-mail and password with an authenticator 
application, SMS authentication or with email verification.  
 
Step-1: Choose your 2-step verification method.  
 
You can choose to receive a verification code via Email, SMS, or by using an authenticator app. 
 
 

 
 
 

Step-2: Click on “Sign Up Now” 
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Step-3: Enter the email address you wish to use, fill in the characters from the code on the screen, 
and then click on 'Send Verification Code'. 

 

  
 

Step-4: A verification code will be sent to the entered email address; the received verification code 
must be entered in the 'Verification Code' field. 
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Step-5: Create a new password to use for your new BGX login. 
 
Note: We recommend creating a new unique password for increased security. 

 

 
 

Step-6: You have now successfully created your account.  At this point, you can choose the two-
factor authentication method you want to use to sign in. You can either do this using an 
authenticator app such as Google or Microsoft authenticator or by SMS authentication.  

 
 

What option for the two-factor authentication did you choose? 
 
Option 1: Authenticator App, click here for the guide.  
Option 2: SMS Authentication, click here for the guide. 
Option 3: Email 2-step authentication, click here for the guide.  
 

Authenticator App 
 
Step-1: If you have chosen to use an authenticator app and you do not have an authenticator app 
you can download and install one from the Google Play Store or Apple App Store. You can use one of 
the following or any other authenticator app of your choice:  

 

or   
Instructions: 
How to use the Microsoft Authenticator app - Microsoft Support 
Get verification codes with Google Authenticator - Android - Google Account Help 
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Step 2: Sign in using the e-mail address and password that you have created. 
 
Choose Email login if you created an account with an email address or social login to log in with your 
third-party identity provider, such as Google or Microsoft.  
 
Email Login: 
 
Enter your email address, password, and the characters on the screen, then click Sign Up.  
 
 

 
 
 
 
 

Social Login: 
 

Choose the Microsoft or Google account you want to sign in with and click on the appropriate 
option. Then, follow the steps according to your Microsoft or Google account settings.  
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Step-3: Open the authenticator app on your phone or tablet. Follow through the first set up steps of 
the authenticator app and scan the QR code.  You will then be able to continue.  
 
Note: If you are signing into the portal on your phone,  you can click ‘Can't scan? Try this’ to open an 
authenticator of your choice on your phone. 
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Step-4: Enter the code from your authenticator app. You can now verify the code, and you will be 
redirected to the account dashboard. 
 

 
 
 

SMS Authentication 
 
Step 1: You need to log in with the account you just created. 

Choose Email Login if you created the account with an email address or Social login to log in with 
your third-party identity provider such as Google or Microsoft. 

Email Login: 
Enter your email address, password, and the characters displayed on the screen, then click Sign Up. 
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Social Login: 

 
Choose the Microsoft or Google account you want to sign in with and click on the appropriate 
option. Then, follow the steps according to your Microsoft or Google account settings.  
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Step-2: Select the Country Code and enter the number on which you want to receive the code to 
authenticate.  
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Step-3: Send the verification code to your phone, enter the verification code in the field below and 
click ‘Verify Code’.  You will be redirected to the account dashboard. 
 

 
 

 
 

Email 2-Step Verification 
 
Step 1: You need to log in with the account you just created. 

Choose Email Login if you created the account with an email address or Social login to log in with 
your third-party identity provider such as Google or Microsoft. 
 

Email Login: 

Enter your email address, password, and the characters displayed on the screen, then click Sign Up 
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Social Login: 
 

Choose the Microsoft or Google account you want to sign in with and click on the appropriate 
option. Then, follow the steps according to your Microsoft or Google account settings.  
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Step 2: Click Send Verification Code. An email verification code will be sent to your inbox.  
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Step 3: Enter the received verification code and click verify.   
 

 


